|  |
| --- |
| **Datos del Usuario *Solicitante*** |
| Apellidos y Nombres |  |
| Cargo |  |
| Unidad de Organización |  |
| Sede |  |
| Correo institucional: |  |
| ***Clasificación de información que gestiona o almacena en el equipo de cómputo.*** | [ ]  ***Pública*** [ ]  ***Confidencial******En caso corresponda a información confidencial, precisar si contiene datos personales:***[ ]  ***Si*** [ ]  ***No*** |
| ***Nombre del equipo de cómputo donde se solicita excepción*** | [ ]  ***Equipo de cómputo*** [ ]  ***Laptop***  |
| *Colocar aquí los datos del equipo.* |

|  |
| --- |
| ***Datos del Autorizador (Responsable de la unidad de organización)*** |
| Apellidos y Nombres |  |
| Cargo |  |
| Unidad de Organización |  |
| Sede |  |
| Correo institucional: |  |

|  |
| --- |
| **Tipo de dispositivo (USB, disco duro externo, *cámara fotográfica,* otros)** |
|  |
| **Justificación de la solicitud *(evidenciando la necesidad de la habilitación en concordancia con las funciones del cargo)*** |
|   |

|  |
| --- |
| **Declaración y aceptación:** |
| **Declaración** |
| Al realizar la solicitud el usuario se compromete a:1. Hacer uso de los permisos solicitados sobre los medios de almacenamiento extraíbles (discos duros externos, USB, cámaras fotográficas, otros) únicamente para el fin descrito en la solicitud y en ningún caso para el almacenamiento permanente de información. Para este último deberá utilizar el ONE DRIVE o la unidad H.
2. No compartir o divulgar la información contenida en el medio de almacenamiento a personas no autorizadas.
3. ***No guardar o copiar información con clasificación confidencial en los medios de almacenamiento extraíbles, salvo corresponda a información proveniente de acciones de supervisión o fiscalización.***
4. ***Realizar el análisis del antimalware institucional en el medio de almacenamiento extraíble cuando se conecte al equipo de cómputo.***
5. ***No ejecutar instaladores o programas ejecutables que puedan contener el medio de almacenamiento extraíble.***
6. Salvaguardar el dispositivo de almacenamiento a utilizar en un lugar seguro.
7. Cumplir con los lineamientos de seguridad de la información de la Sunass.
8. ***Reportar inmediatamente*** la pérdida del dispositivo con información confidencial o perteneciente a la Sunass, al correo mesadeayuda@sunass.gob.pe

Con esta solicitud declara que:1. Comprende los riesgos asociados al uso de los medios de almacenamientoextraíbles ***como:***
	* ***La pérdida, modificación o exposición no autorizada de información debido a una infección del equipo de cómputo por programas maliciosos.***
	* ***La indisponibilidad de recursos y/o servicios institucionales debido a una propagación de programas maliciosos.***
2. Conoce que la información y el manejo de los puertos y dispositivos que se conecten al mismo, serán motivo de monitoreo y registro por parte de la Oficina de Tecnologías de Información con el fin de proteger la confidencialidad, integridad y disponibilidad de la información de la institución.
 |
| **Aceptación** |
| He leído este documento y acepto todas las políticas y estándares a los que se hace referencia en este documento. Entiendo que la aprobación para obtener ***el desbloqueo de puerto de almacenamiento extraíble*** (USB, discos duros externos, cámaras fotográficas, otros) es para realizar asuntos oficiales de la institución según lo solicitado en este documento. Entiendo que las violaciones de los puntos enumerados anteriormente resultarán en la eliminación de esta excepción.***Firma del Solicitante*** |
| ***Autorizo la solicitud de desbloqueo del puerto de almacenamiento extraíble para el usuario solicitante en función de las necesidades mencionadas anteriormente desde la fecha ….............................hasta …..............................; y asumo los riesgos que puedan conllevar un incumplimiento de los compromisos indicados en el presente documento y/o a los “Lineamientos Específicos de Seguridad de la Información”[[1]](#footnote-1).******Firma del responsable de la unidad de organización*** |

1. Aprobados en la directiva GDI-MAS-DI001 “Lineamientos Específicos de Seguridad de la Información” publicada en el Portal del SIG. [↑](#footnote-ref-1)